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YnpasneHune ceptudukatTamm n Kpuntorpapuen:
OpenSSL n Let's Encrypt

YnpasneHue cepTudurkaTamun 1 Kpuntorpaduren aBnseTca BaXHo 3agaden ansa obecneyeHus
6e30nNacHOCTN B COBPEMEHHOMN CeTW. B 3TOM pyKOBOACTBE Mbl PAaCCMOTPUM MCNosb3oBaHne OpenSSL
n Let's Encrypt ona ynpaeneHusa cepTudmKaTaMm 1 BbINOJHEHUS KPUNTOrpagmyeckux onepauun s
onepauuoHHoi cucteme HANC OC.

OcHoBbl OpenSSL

OpenSSL — 3T0 MOLLHBIVA W LUMPOKO UCNOJIb3YEMbIN UHCTPYMEHT A/15 BbIMONHEHNUS Pa3/INYHbIX
KpunTorpaduyeckux onepaumin. OH NOALEPXKMBAET CO3LaHNE 1 yNpaBfieHne cepTuduxkaTamum,
reHepauuio KJYen, LWndpoBaHne n gewndpoBaHne JaHHbIX.

YcTaHoBka OpenSSL

B 60/blUIMHCTBE COBpeMeHHbIX ancTpubyTusos Linux OpenSSL npenycTaHoBnieH. YTobsbl
NnpoBepuTb, YCTaHoBJIeH 1 OpenSSL, BbINOMHUTE KOMaHAY:

openssl version

Ecnim OpenSSL He yCTaHOBJIEH, Bbl MOXETe YCTaHOBUTb €ro C MNOMOLLLIO MAaKeTHOro0 MeHea)Kepa:

sudo tdnf install openssl

Co3paHue 1 ynpassieHne ceptumkaTamm ¢ nomowbio OpenSSL

OpenSSL npepocTaBnsgeT cpefAcTBa A4J1 CO3LAHNA CEPTUDUKATOB, YNpaBaeHUA Kao4YaMn 1
BbIMNOJIHEHMA APYTUX KPUNTOrpamyecknx onepaLinin.

[eHepauns NPUBATHOrO KJI0Ya

openssl genpkey -algorithm RSA -out private.key -aes256

OTa KOMaHAa reHepupyeT npmBaTHbLIA KoY RSA € MCnosib30BaHNEM airoOpUTMa WNGPOBaHNS
AES-256 1 coxpaHseT ero B hann private.key.

Co3paHue 3anpoca Ha noanucky ceptugukarta (CSR)
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openssl req -new -key private.key -out request.csr

STa KOMaHAa co3daeT 3anpoc Ha noanuncky ceptugurkaTta (CSR) ¢ ncnonb3oBaHUEM paHee
CO30aHHOro NPMBaTHOIO Ko4Ya private.key 1 coxpaHseT ero B hann request.csr.

CamonognuncaHHbIn cepTugnkaT

openssl req -x509 -nodes -days 365 -key private.key -in request.csr -out
certificate.crt

OTa KOMaHAa co3faeT CaMOonoANUCaHHbIA cepTUdUKaT, 4ENCTBUTENbHLIA B Te4eHne 365 aHen, u
COXpaHsieT ero B pann certificate.crt.

[poCcMOTP NH(OPMaL UK O cepTUrkaTe

openssl x509 -in certificate.crt -text -noout

OTa KOMaHAa oTobparkaeT geTanbHY0 UHOoPMaLNIO O CepTUdUKaTe, CoaepKalemcs B hanne
certificate.crt.

KoHBepTauuna hopMaToB CepTUPNKaToB

OpenSSL nopnepxnBaeT KOHBEPTALMIO CEPTUDINKATOB MeX Y pa3MyHbIMU hopMaTaMn, TaKUMK
kKak PEM, DER n PKCS#12.

KoHBepTaunsa PEM B DER

openssl x509 -in certificate.crt -outform der -out certificate.der

KoHBepTauus PEM B PKCS#12

openssl pkcsl2 -export -out certificate.pl2 -inkey private.key -in
certificate.crt

cnonb3oBaHue Let's Encrypt onga nonyvyeHumsa SSL/TLS
cepTudunKkaTos

Let's Encrypt — 3T0 6ecnnaTHbI 1 aBTOMATMU3MPOBAHHbIN CEPBUC AN nonyyvyeHnsa SSL/TLS
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cepTudukaToB. OH NO3BOJSISAET NErKo U BLICTPO Noay4YaTb cepTudmkaTbl, obecneynBas 6e30MacHOCTb
Beb-canTos.

YcTtaHoBka Certbot

Certbot — 3710 kKnmneHTCKoe MO and B3anmogencTeus ¢ Let's Encrypt. Ytobsl yctaHoButb Certbot,
BbIMOJIHUTE KOMAHAY:

sudo tdnf install certbot

Mony4yeHue ceptudmkaTta ¢ nomouwbto Certbot

Y1060l NoJIy4nTb CepTUdUKaT AN Ballero JOMeHa, BbIMNOJHMUTE CIeyIoLLYy0 KOMaHAay:

sudo certbot certonly --standalone -d example.com

STa KomaHfa 3anyckaeT Certbot B pexxume standalone, KoTopbli aBTOMaTUYeCKM 3anpalunBaeT
cepTudmKaT ans AoMeHa example. com.

ABTOMaTMHECKOEOﬁHOBﬂEHMGCEpTM@MKaTOB

Let's Encrypt cepTugukaTtbl 4encTBuTENbHLI B TedeHne 90 aHen. Certbot MoXeT aBTOMaTUYECKM
0bHOBNIATbL CepTUdUKaTbl. HacTponTe cron Ans aBTOMaTU4eCKOro 06HOBNEHUS:

sudo crontab -e

[lobaBbTe CcnenyoLLyto CTPOKY ANS exXeQHEBHOW NPOBEPKMN N 0OHOBNEHNS CEPTUGDUNKATOB:
0 0 * * * certbot renew --quiet

Ncnonb3oBaHne cepTUNKaToB B BeO-cepBepe

Mocne nonyyeHus cepTudunKaTos, ux HeobxoamMmMo HaCcTpouTh B BeD-cepBepe, TakoM Kak Apache
nnn Nginx.

HacTtpownka SSL B Apache

sudo nano /etc/httpd/conf.d/ssl.conf
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HobaBbTe UM nsMeHnTE cnefytolme CTPOKN:

SSLCertificateFile /etc/letsencrypt/live/example.com/fullchain.pem
SSLCertificateKeyFile /etc/letsencrypt/live/example.com/privkey.pem

MepesanycTute Apache ons NnpuMeHeHns N3MeHeHUN:

sudo systemctl restart httpd

HacTponka SSL B Nginx

sudo nano /etc/nginx/conf.d/example.com.conf

ﬂ,06aBbTe nnn naMeHnTe cneagyroumne CTpoku:

server {
listen 443 ssl;
server _name example.com;

ssl certificate /etc/letsencrypt/live/example.com/fullchain.pem;
ssl certificate key /etc/letsencrypt/live/example.com/privkey.pem;

Mepesanyctnte NginxX 4ns NpUMEeHEeHNs N3MEHEHUN:

sudo systemctl restart nginx

JlonosiHnTebHble BO3MOXHOCTN OpenSSL

OpenSSL npenocTaBnseT MHOXKECTBO AOMOJIHATEbHbLIX BOSMOXHOCTEN, TakKMUX Kak WM POBaHME 1
AewnppoBaHne JaHHbIX, reHepaumsa cnyYanHblX YACes W BbINOSHEHWE pa3sinyHbIX
KpunTorpaguyeckux onepaumnm.

LLincppoBaHue n gewndposaHue gansios

openssl enc -aes-256-cbc -salt -in file.txt -out file.txt.enc

dTa KoMaHa wugpyeT ann file.txt ¢ ucnonb3oaHnem anroputma AES-256-CBC 1 coxpaHseT
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3alWmngpoBaHHbIN (hann Kak file.txt.enc.

NewmndgpoBaHune tanna

openssl enc -d -aes-256-cbc -in file.txt.enc -out file.txt

OTa KOMaHAa fewndpyeT pann file.txt.enc n coxpaHsaeT pesynbTaTt Kak file.txt.

FeHepaums CyYalHbIX Yncen

openssl rand -hex 16

OTa KOMaHAa reHepupyeT C/ly4yalnHoe Y1MCno ANnHonm 16 6anT B WIeCcTHaauaTepUYHoOM opmarTe.

YnpasfieHne cepTudmkaTamMu 1 KpunTtorpadueir ¢ nomowbio OpenSSL u Let's Encrypt 8 HAC OC
npenocTasBfseT MOLWHble U rnbkue cpeactea Ang obecnedveHns besonacHocTu. Micnonb3oBaHme
OpenSSL gns co3paHua u ynpassieHns cepTudrkaTamn, a Takxe Let's Encrypt ons
aBTOMATMYeCKOro nosyyeHma SSL/TLS cepTugumnkaToB NOMOraeT noanepXmnBaTb BbICOKMUI YPOBEHb
6e3onacHocTy B ceTu. CnefoBaHMe OMMCaHHbLIM WaraM u npumMepam no3BoauT BaM 3(PHEKTUBHO
yrnpaBnsATb CEPTURUKATAMM 1 BbINONHATL KpUNTOrpaduyeckme onepaumm B Ballen Cucteme.
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